Information retention and destruction policy
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1 Introduction

1.1 This policy sets out how long information will normally be held by us and when that information will be confidentially destroyed.

2 Responsibility

2.1 Aaron Pearson is responsible for implementing and monitoring compliance with this policy.

2.2 They will undertake an annual review of this policy to verify that it is in effective operation.

3 Our process

3.1 Information (hard copy and electronic) will be retained for at least the period specified in our Data retention guidelines (see Appendix 1).

3.2 All information must be reviewed before destruction to determine if there are special factors that mean destruction should be delayed, eg:

3.2.1 potential litigation

3.2.2 complaints

3.2.3 ongoing cases

3.3 Hard copy and electronically held documents and information must be deleted at the end of the retention period.

Appendix 
Data retention guidelines

Important note

Please note that these are guidelines only, which set minimum retention periods for both physical files and electronically held data. If there is a genuine business need to retain data for a longer period, please contact the COLP.
Anti-money laundering records

Records of client identity and verification checks made under our client due diligence procedure must be retained for six years after the business relationship ends or the transaction completes.
Client files

	Matter type
	Retention period

	Personal Injury
	6 years

	Matters on behalf of minors
	6 years from the date of the client attaining 18 years

	Employment
	6 years

	Cyber and Data breach claims
	6 years

	Financial services (transactions and commissions effected or received under the SRA Financial Services (Conduct of Business) Rules 2001)
	6 years

	All other client matter files
	6 years


Central business records

	Record type
	Retention period
	Authority

	Accounts records
	six years
	

	Data relating to non-member interest holders
	three years after interest ceases
	SRA Practice Framework Rules 2011, r 17.1(a).

	Data relating to non-member owners
	three years after ownership ceases
	SRA Practice Framework Rules 2011, r 17.1(b).

	Complaints records
	one year from the conclusion of the complaint
	We are required to provide information on complaints to the SRA annually so we therefore retain records on complaints for at least one year after the complaint is closed, resolved or concluded.


HR records

	Record type
	Retention period

	Accident books, reports and records
	3 years from the date of the last entry (if an accident relates to a child or young adult—until that person reaches 21 years)

	Income tax and NI records and correspondence with HMRC
	3 years after the end of the financial year to which they relate

	Retirement Benefits Schemes—notifiable events
	6 years from the end of the scheme year in which the event took place

	Statutory Maternity Pay records
	3 years after the end of the tax year in which the maternity period ends

	Statutory Sick Pay records
	3 years after the end of the tax year to which they relate

	Salary and pay records
	6 years

	Application forms and interview notes for unsuccessful candidates (the same data for successful candidates will be transferred to their Personnel files—see Personnel files below)
	1 year

	Parental leave records
	5 years from the birth or adoption of the child or 18 years if the child receives a disability allowance

	Pension scheme investment policies
	12 years from the end of any benefit payable under the policy

	Personnel files and training records (including disciplinary records and working time records)
	6 years after employment ceases

	Redundancy records
	6 years from date of redundancy

	Other HR records
	2 years


